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Any LUCY instance can be optionally hardened with the additional scripted module Catenator.
It allows intercepting and redirecting requests that analyze phishing activity.

The requests from the anti-phishing programmed bots of the following networks:

Google
Microsoft
Amazon

that analyze phishing activity are being redirected to a page with neutral content. The content of the
page and lists of known subnets and addresses from which analysis can be made are updated on a
daily basis.

As a result, the chance of the LUCY instance being blocked is highly decreased.

This script can be implemented into VPS or on-premise linux-based system by request.
Contact us via support@lucysecurity.com.
Please note, the ssh access would be required for this feature.
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